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1. Introduction

Unbiased financial reporting is crucial in financial markets and regulatory agencies have

constantly sought ways to improve reporting integrity. Because firms can potentially misre-

port, one main cost in ensuring quality reporting comes from auditors’ verification of clients’

transactions. Auditing firms traditionally operate separately because it is not customary to

share proprietary information among auditors. It is challenging to find a trusted third party

to facilitate timely and secure communications, not to mention clients’ reluctance to reveal

information to other auditors and legal issues concerning data privacy. In practice, auditors

contact transaction counterparties for verification either manually or through a third party

with potential agency frictions. The labor-intensive and mechanical nature of cross-firm

verification leads to insufficient auditing effort and, consequently, errors and manipulations.1

Meanwhile, decentralized ledger/database technology has grabbed the world’s attention,

with the potential to allow industry-wide collaboration and disrupt corporate governance, in-

dustrial organization, payments, and entrepreneurial finance.2 Among the various advances,

“one theoretical application of blockchain is in financial reporting, and this is exactly the

point in time to discuss advantages and disadvantages” (Harvey, 2016; FEI, 2018). Both the

media and industry leaders are also increasingly paying attention to blockchain applications

in financial reporting and auditing. For example, all Big 4 audit firms—Deloitte, Ernst &

Young (EY), KPMG, and PwC—have devoted significant resources to establishing research

labs and providing blockchain services (e.g., Bajpai, 2017; Vetter, 2018). However, questions

remain concerning how blockchains should be designed for financial reporting and auditing

to foster information sharing while preserving privacy as well as how they alter clients’,

auditors’, and regulators’ incentives and reshape auditor competition.

We take an initial step towards understanding these issues by examining how permis-
1For example, Luckin Coffee Inc. was found in 2020 to have fabricated transactions representing 150 to

310 million U.S. dollar worth of revenue over multiple years. The scandal crashed Luckin’s prices, leading
to its delisting from Nasdaq and huge costs for investors. See “Behind the Fall of China’s Luckin Coffee: a
Network of Fake Buyers and a Fictitious Employee,” Wall Stree Journal, Jing Yang, May 28, 2020.

2See, for example, Yermack (2017) and Cong and He (2019) for discussions. Several consortiums, includ-
ing Hyperledger, R3, and Ethereum Enterprise Alliance have accelerated the collaboration on blockchain
development and deployment among various industries.
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sioned blockchains disrupt traditional financial reporting and auditing processes and enable

collaboration without sacrificing client data privacy.3 In particular, we analyze two impor-

tant aspects of financial reporting: firms’ endogenous misstatements and auditors’ moni-

toring/inspection of financial reports. To this end, we consider a collaborative, automated

reporting and auditing process that capitalizes on distributed ledger and secure multi-party

computation (MPC) technologies. We characterize the equilibrium outcomes allowing firms’

endogenous misstatements, auditor heterogeneity and competition, blockchain adoption, and

regulatory policy in a unified framework. We recognize the potential costs of blockchain and

show how private incentives for firms and first-mover advantages for auditors can create

inefficient under-adoption or partial adoption that favors larger auditors. This highlights

the role of the regulator to coordinate and facilitate full adoption. Furthermore, our model

provides a framework that can facilitate further research into the costs and implications of

blockchain adoption. For example, we find that firms’ endogenous choice of transaction part-

ners can also lead to adoption failure. We also show that more efficient adoption equilibria

would arise if auditors bear the costs of blockchain, at least initially.

Thanks to blockchain’s peer-to-peer design (within a consortium), collaboration among

auditors would not require a centralized third party to monitor or intermediate. Encryption

methods such as secure MPC allow information providers in a federated blockchain system to

safeguard proprietary client information while also verifying transactions.4 Furthermore, the

immutable nature of blockchain enables regulators to inspect auditing processes and prevent
3Auditing differs from other industries affected by blockchain technology, such as digital payments or trade

finance. In particular, the popular open blockchains are not suitable in settings where client information needs
to stay private. Companies such as IBM, R3, and Springlab have explored permissioned blockchains in general
collaboration contexts. However, what is left out of the discussion is a design of permissioned blockchains
specific to the information-sharing task for financial reporting and auditing. Even if both transacting parties
use the same auditor, retrieving the records without a global ID costs effort without a blockchain. But if both
parties are members of a blockchain system that the auditor has access to and the transaction is recorded
in a standardized format onto the blockchain, the validation can be automated. We are not claiming that
blockchains eliminate misreporting automatically, a point we elaborate further in Section 2.2. They reduce
misreporting because inconsistencies among the reports from various transaction parties can be detected
easily and in a more timely fashion, and retrospective manipulations and misreporting can be prevented.

4Utilizing private data while preserving data privacy is not a figment of technological imagination, but is
already taking place in practice. One example is OpalProject.org, led by the MIT Media Lab and the World
Economic Forum. Accounting and consultancy firm Ernst & Young (EY) has also developed blockchain
solutions for private business transactions that are advertised as “the Internet of transactions” (Mearian,
2018). See Appendix A for further discussion of the privacy-preserving algorithms.
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audit firms or hackers from revising recorded transaction data ex-post. Overall, encrypted

federated blockchains can enable collaborative auditing and make the auditing process more

efficient and reliable for detecting fraud. That said, adopting a blockchain system entails

indirect costs of potentially losing clients who prefer less stringent auditing, as well as direct

costs of set-up and standardization.

We take the aforementioned blockchain functionalities and adoption costs as given and

examine how public corporations and auditing companies respond to the technology. Specif-

ically, our model features a continuum of corporate clients and two heterogeneous auditors.

Without blockchains, auditors compete for client firms through fees and service quality. Once

a firm is matched with an auditor, the firm endogenously chooses the level of misstatement

to trade off the private misreporting benefit and the cost of being detected by regulators

or the market, whereas the auditor determines the monitoring intensity (represented by the

audit sampling probability) to minimize auditing costs and the expected penalty when its

clients’ misreporting is detected. In the competitive equilibrium, auditors derive endogenous

market shares or sizes from their heterogeneous skills, and larger client firms with larger

transaction volumes pose a greater risk of misreporting and incur higher auditing fees.

When an auditor adopts a blockchain system, the auditing costs of transactions among

clients within the auditor are significantly reduced. However, auditing transactions across

auditors remains costly if other auditors do not adopt blockchain systems or the systems are

all independent. With a federated blockchain, however, two auditors who have their clients’

transaction information and are both using blockchains can verify transactions with little

cost, thanks to the encrypted verification algorithm.

The auditors’ technology adoption yields a first-mover advantage, i.e., if one auditor

adopts the blockchain, the other auditor may find it unprofitable to do so. Such partial

adoption equilibria can arise due to the unique competition among the auditors. The au-

ditor first adopting blockchain can offer a lower auditing fee and attract more clients, thus

increasing profits. In contrast, when the second auditor weighs the adoption decision, the

competition with the first auditor renders the potential increased profits lower. Thus the

second auditor is less likely to adopt blockchain than the first auditor, other things equal.
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Given the fixed costs of blockchain adoption, a larger auditor is more likely to be the first

mover as blockchain can further increase its market share by entrenching its position.5

If blockchain adoption costs are sufficiently small, both auditors may choose to adopt the

blockchain and a full-adoption equilibrium arises. In such cases, the larger auditor typically

loses market share to the smaller auditor because blockchain universally reduces auditing

costs, further leveling the playing field. We note that in the full-adoption equilibria, so-

cial welfare (the reduction in misstatements minus deadweight auditing costs) improves, but

auditors’ profits fail to increase due to competition. Therefore, despite potential social ben-

efits, full adoption of blockchain technology may not materialize, especially when blockchain

technology is still nascent and relatively costly to implement.

Given the existence of socially inefficient partial-adoption or no-adoption equilibria, reg-

ulators may coordinate an industry-wide adoption by mandating adoption or subsidizing

initial costs for small auditors, which could reduce equilibrium misstatements and expenses

associated with auditing and regulation. However, if client firms can endogenously select

their transaction partners, high incentives for misstatement can lead them to transact exclu-

sively with private, off-chain partners, causing the full-adoption equilibrium to break down.

Therefore, regulatory policies need to carefully consider both firms’ and auditors’ incentives.

Although we have focused on the audit of transaction-based accounts, the reduction in

auditing costs with the new technology may have a spillover effect on discretionary accounts

where both soft information and auditors’ expertise play an indispensable role. In a model

extension, we show that the adoption of distributed ledger technology enables auditors to

reallocate efforts from monetary transactions to focus more on discretionary accounts, which

has been the most challenging for audit firms. Consequently, technology has the potential

to disrupt the audit labor market by offsetting a reduction in demand for mechanical audit

work with an increased need for skilled auditors.

We model federated blockchains with secure MPC as a leading candidate for effectively

improving privacy protection and cross-party verification in a decentralized system. But the

economic insights apply more broadly to distributed ledger systems. While previous studies
5We note that in other industries, market leaders such as Walmart and Maersk are leading the blockchain

development while other competitors are more reluctant to join the game.
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have examined the implications of a general technology on cost reduction (e.g., Katz and

Shapiro, 1986; Lerner and Tirole, 2014), our model entails a price and market share competi-

tion together with technology adoption decisions, which are new and enrich the interactions

among auditors. Moreover, we are the first to highlight how coordination and competition

issues manifest in auditors’ adoption of blockchain technology, which has important practi-

cal implications. Our proposed permissioned blockchain framework not only allows firms to

enjoy the benefits of decentralization and security via encryption and immutability but also

is practically implementable. Thus, our model is related to recent industry developments.6

The paper proceeds as follows. Section 2 provides a review of the literature and insti-

tutional background. Section 3 sets up the model and discusses key implications. Section 4

considers various extensions of the model. Section 5 offers concluding remarks.

2. Literature and Institutional Background

2.1. Related Literature

Our paper contributes to the emerging literature on FinTech and blockchain. Earlier studies

(e.g., Cong, He, and Li, 2021; Easley, O’Hara, and Basu, 2019; Hinzen, John, and Saleh, 2022)

focus on public blockchains. Vis-à-vis blockchain applications, studies such as Tsoukalas

and Falk (2020), Cong, Li, and Wang (2021), Chod and Lyandres (2021), and Halaburda,
6Alisa Dicaprio from R3 informed us at an NBER meeting that R3 has developed ready-to-use per-

missioned blockchain infrastructure that can integrate with clients’ ERP systems with reasonable adoption
cost. Cao et al. (2020) show that the system proposed in the current paper can be implemented using
standard computing hardware, with a transaction speed of 0.012 seconds per transaction. Cohn (2016) re-
ports that large accounting firms have investigated the use of blockchains and a “triple-entry accounting”
system. KPMG partnered with IBM to explore automating and streamlining audit processes (e.g., Smith,
2018); Deloitte (2016) describes how a blockchain-based accounting system works. In practice, auditors can
either develop new technologies to audit clients’ blockchains or develop their own permissioned blockchains
to help their audit process (e.g., Tysiac, 2018). Recent efforts of accounting firms focus on building in-house
blockchain capabilities and services (e.g., CNN, 2018), Tencent’s standardizing e-invoices (Pymnts, 2019),
E&Y’s developing Ethereum privacy-preserving protocol (E&Y, 2020), and AntChain’s interoperability so-
lutions and privacy-preserving multi-party computing platform (Businesswire, 2023). Our model captures
core features of these applications, e.g., auditors being mainly responsible for the development and initiation
costs of blockchains, and the need for private-preserving transaction reporting and auditing on permissioned
blockchains. To date, the auditing industry has not widely adopted blockchain technologies, likely due to
the high adoption costs and coordination challenges emphasized in our model. Our study informs regulators
of policies that facilitate blockchain adoption and improve social welfare going forward.
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Sarvary, and Haeringer (2022) examine the roles of tokens in platform adoption, financing,

and information sourcing.

Treating blockchains as a data infrastructure, Chod et al. (2020) demonstrate that the

verifiability of transactions afforded by blockchains can enhance firm operating transparency

and thereby finance operations more efficiently. Dai and Vasarhelyi (2017) present an early

discussion on blockchain-based accounting. Several studies examine the benefits of (prospec-

tive) blockchain adoption to firms and supply chains (e.g., Chen et al., 2023; Cui, Hu, and

Liu, 2023; Iyengar et al., 2022a,b; Ma, Xia, and Yang, 2022). We are the first to study

the economics of secure MPC built on permissioned blockchains. More recently, Townsend

(2020), Chinco (2022), and Hastings, Falk, and Tsoukalas (2022) all recognize and high-

light the importance of secure MPC and the potential of blockchains as a database and

infrastructure for its implementation.

We are also one of the earliest papers studying blockchain applications in accounting

and financial reporting. This growing literature now includes, for example, Amiram, Jør-

gensen, and Rabetti (2022), Luo and Yu (2022), and Cong et al. (2023). We differ from

earlier studies in our focus on permissioned blockchains and in jointly analyzing the auditor

competition and adoption games.7 Doing so highlights for the first time in the literature that

even without free entry as seen in public blockchains or the introduction of cryptocurren-

cies/tokens, permissioned blockchains can create economic impacts that economists hitherto

often dismissed. We also provide empirical predictions that future studies can test once the

technology sees wider adoption and data become available.

Finally, our study adds to the theoretical literature in auditing. Prior studies have

considered issues related to auditors’ strategic behavior and risk, including optimal auditing

sample size (Scott, 1973), auditor conservatism (Antle and Nalebuff, 1991), strategic testing

(Fellingham and Newman, 1985; Patterson, 1993), earnings reports and auditing (Newman,

Patterson, and Smith, 2001), financial reporting and audit committees (Caskey, Nagar, and

Petacchi, 2010), and joint auditing and quality (Deng et al., 2014). Several theoretical studies
7Studies such as Wang and Kogan (2018) point out the possibility of using blockchain and encryption

algorithms to process transactions on blockchains while preserving confidentiality. Their proposals either
feature independent blockchain/database or exogenously require all firms to adopt blockchain and convert
corporate assets into cryptoassets.
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focus on issues related to auditing fees and quality, such as lowballing in initial auditing

fees, auditor independence, auditor competition, and market reactions (e.g., Simunic, 1980;

DeAngelo, 1981; Teoh, 1992; Lu, 2006). We contribute by highlighting how decentralized

ledger technologies disrupt the competition, pricing, and labor market in auditing.

2.2. Institutional Background

We describe the basic auditing process of transaction-based (simple revenue and transaction

records) and non-discretionary accounts before explaining how a federated blockchain can

facilitate collaborative auditing against the backdrop of privacy concerns. Along the way,

we provide a primer on the use of permissioned blockchains and secure MPC for privacy

preservation.

Figure 1 illustrates a typical client firm’s income statement.8 Auditors’ primary job

is to verify the accuracy of net income and prevent the occurrence of restatements. To

this end, auditors need to verify their clients’ sales and expenses, which may be overstated

and understated, respectively, to gain favorable valuation or lower financing costs (Strobl,

2013). Auditors often verify the accuracy of sales and, in our case, accounts receivable and

related invoices. To do this, they use historical patterns of accounts receivable, industry

peer firms’ concurrent accounts receivable, or growth patterns of other highly related asset

growth such as inventory to estimate errors. A common limitation of these approaches is

that all information must be sourced from clients who may have incentives to misreport.

One way to mitigate potential misreporting is to verify clients’ information by confirming

with their transaction partners. For example, if a seller claims $1M accounts receivable sales,

it boosts auditors’ confidence in the number if the buyer can verify $1M in accounts payable

purchases. Intuitively, the buyer has little incentive to collude with the seller because when

the buyer overstates the purchase for the sellers’ overstated sales, it implies a lower net

income for the buyer (i.e., higher cost of goods sold). The collusion cost for buyers implies

that the information that buyers provide to verify sellers’ transactions can be more reliable

than the information that sellers provide themselves. However, such cross-party information
8For simplicity, we focus on transaction-based accounts and do not include easily verifiable cash receipts.
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verification is costly in the traditional auditing system. In those cases, an auditor has to

contact the transaction counterparty directly to request records and manually verify the

information or outsource such labor-intensive cross-party verification to a third party, such

as confirmation.com, at significant expense.

Income Statement

Sales = Accounts Receivable from transactions with different business partners
Expenses = Accounts Payable from transactions with different business partners

Net Income = Accounts Receivable from transactions with different business partners

                                                                        

Accounts Payable from transactions with different business partners

Node 1 Node 2 Node i.

roof 

Node 1 Node 2 Node j.

Figure 1: Income Statement of a Client Firm
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Figure 2: Structure of the Federated Blockchain

Figure 2 demonstrates how a federated blockchain with an encryption protocol has the

potential to facilitate collaborative auditing and cross-party verification.9 In a federated

blockchain, each auditor operates a permissioned blockchain for clients or has access to
9Appendix A contains more details of encryption algorithms, secure MPC, etc.
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the blockchain ecosystem of its clients. In a baseline scenario, each node on the permis-

sioned blockchain is administered by a team of the auditing firm.10 Each client transaction

is assigned a unique global ID to facilitate cross-party information verification. Transac-

tions among clients of the same auditor are verified by the auditing teams working with

the clients and recorded on the permissioned blockchain. In permissioned blockchains, only

permissioned nodes can manage records, and the nodes usually adopt a majority consensus

that is efficient and scalable. Consequently, the costly mining process associated with pub-

lic blockchains that have proof-of-work protocols is avoided. Transactions between parties

associated with different auditors, i.e., cross-auditor transactions, utilize a cryptographic ver-

ification method (e.g., secure MPC or zero-knowledge proof, ZKP) that enables confirmation

on the federated blockchain while maintaining the integrity of proprietary information.

For the implementation of the verification process, we first note that transactions between

firms on the same auditor’s blockchain are automatically verified as on a standard blockchain

system and can be done efficiently (e.g., with scalable blockchain solutions such as Cosmos

SDK and OP Stack). Next, we illustrate the transaction verification process on the federated

blockchain in Figure 3. As shown in Figure 3, for a transaction between two client firms

audited by different auditors, the verification occurs on the federated blockchain. The first

auditor posts an encrypted record to the blockchain that can only be validated by the second

auditor, who works with the counterparty of the transaction. When both the record and

validation are encrypted without revealing client-specific information, no other auditors or

outsiders can retrieve transaction information from them. This verification process can be

automated to make cross-party information verification more efficient because an auditor

does not have to manually contact the transaction counter-party to request records and

verify the information. After verification, the transaction will be recorded as verified on

both auditor’s blockchains and no longer needs to be verified again in the future. The secure

validation process can be implemented by MPC or ZKP (see detailed discussions in Appendix
10We note that permissioned blockchains considered for business applications typically only allow permis-

sioned parties to join, use an efficient consensus mechanism such as majority voting, and may not need an in-
trinsic cryptocurrency/token, which differs from public/permissionless blockchains like Bitcoin or Ethereum.
These features of permissioned blockchains offer more privacy, energy efficiency, and scalability, albeit not
being fully decentralized.
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A) and there are a number of scalable blockchain solutions that implement such processes.11

 

Auditor C 

Firm A 

Cross-Auditor Transaction i 
Seller: A   Buyer: B 

Transaction amount: a 

Multi-Party Computation 
Verification on Federated 

Blockchain 

Encrypted 
Record 

Encrypted 
Validation  

Auditor D 

Firm B 

Cross-Auditor Transaction i 
Seller: A   Buyer: B 

Transaction amount: a  

Figure 3: MPC Transaction Verification on a Federated Blockchain

These federated blockchain frameworks can facilitate two types of collaborative auditing,

as demonstrated in Figure 4. Type 1 concerns within-auditor transactions, that is, when

the two parties in the transaction are audited by the same auditing firm but by different

auditing teams. However, auditor teams may be located remotely in different audit offices,

leading to high communication costs. A permissioned blockchain connecting the audit teams

can automate the verification process. Type 2 entails collaborative auditing across firms,

which could not happen without the federated blockchain system. In this case, the two

parties in the transaction are audited by different auditors, each residing in a separate

blockchain ecosystem. The federated blockchain with encryption can facilitate automatic

information sharing between auditors considering the privacy of clients’ information. If a

discrepancy is detected during the secure verification process, the auditors can reach out to

the clients for the original records or contact the counterparties of the clients for authorization
11Zcash, zksync, Qedit, Espresso Systems, Cybernetica, among others, provide privacy-preserving

blockchain systems that can implement ZKP or MPC efficiently. See also Cao et al. (2020) for an im-
plementation with 0.012 seconds per transaction for encryption and 0.001 seconds for verification. Appendix
A also provides more discussions on the implementation.
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of verification. We note that once the blockchain is in place, discrepancies are automatically

detected, so firms will not have incentives to misreport on the blockchain.
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Automatically 
Verified 

Automatically 
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Figure 4: Auditing Transactions with a Federated Blockchain

An additional case involves off-chain transactions in which a client’s transaction coun-

terparty is not on the blockchain, such as an unaudited private or foreign firm. Even with

blockchains, auditors still need to conduct conventional auditing procedures for off-chain

transactions. However, these typically constitute only a small portion of the sample.

Overall, three technological features of blockchain are conducive to the auditing pro-

cess: (i) decentralization—the peer-to-peer design of blockchain eliminates the requirement

of a trusted central third party; (ii) encryption—secure computation methods allow sensi-

tive communications to preserve data privacy and integrity; and (iii) immutability—once

information is requested through the federated blockchain, it is difficult for any auditors or

outside hackers to intentionally revise or delete the information, unless they can simultane-

ously tamper with a majority of nodes on the federated blockchain. In Section 3, we analyze

the implications of this federated blockchain for auditors, clients, and regulators. We also

note here that the collaborative auditing system built with the permissioned blockchain tech-

nology is not fully decentralized since the governance is determined by authorized parties

(the auditors). It is, however, still more decentralized than a traditional centralized system.

We should clarify that even though we refer to the blockchain system that transaction
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parties associate with as the auditor’s blockchain system, it should be broadly interpreted

as an ecosystem in which a transaction can be easily verified and recorded on a blockchain.

It does not necessarily belong to a particular auditor—it could have been developed by the

transaction parties themselves or an independent third party. A client firm may set up or

join a blockchain system, which also facilitates internal audits and better data management.

What is relevant for our discussion is whether an auditor has access to transaction details

on the blockchain. One alternative would be that blockchain systems support transactions

directly, rather than being add-on systems that require an interface to existing transactions

and reporting databases. However, building and maintaining such infrastructure could be

exorbitant for individual firms (Wang and Kogan, 2018), and would require the simultaneous

adoption of the blockchain system by all transaction counterparties.

We remark that our reference to blockchains should really be interpreted as referring

to distributed ledger technology (DLT) in general. Encrypted bilateral communication be-

tween auditors and clients also has the potential to resolve privacy concerns. In the setting

of auditing, a system that allows the following features should suffice: automation of veri-

fication; immutability and auditable trails of data; privacy of data; mechanisms to monitor

abnormal behavior of auditors, resolve conflict, and reach consensus. Blockchain is a salient

solution candidate, albeit not the only one.12 Our proposed blockchain solution has also been

shown to be feasible; for example, Cao et al. (2020) demonstrate a detailed implementation

of the proposed solution for the auditing industry, which is efficient and scalable. Chinco

(2022) and Hastings, Falk, and Tsoukalas (2022) also recognize and highlight the importance

and potential of blockchains in secure MPC. R3, Opal project, Springlab, Qedit, Espresso

Systems, Cybernetica, and others have also introduced blockchains with secure computing

capabilities via ZKP and MPC. Several open-source projects, including Cosmos SDK, OP

Stack, Avalanche, Arbitrum, and zkSync also allow flexible, scalable implementations of

permissioned blockchains that are interoperable with each other.

One benefit of blockchain often neglected in discussions about adopting blockchain is that
12Blockchains versus other DLT is analogous to the choice between using Java and Python for data

analytics. Clearly, everything that can be done by Python can also be done by Java. However, from an
implementation point of view, most data scientists found Python to be much easier to use, with all of the
important data analytics and machine learning packages ready to use.
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institutions implicitly agree to a stringent data and communications standard that applies

to all members, which resolves many coordination problems. This is also why many indus-

tries are beginning to organize consortiums to formalize industry-wide blockchain standards,

e.g., the Risk Institute for the insurance industry, and Blockchain in Transport Alliance, or

BiTA, for the transportation industry. Ultimately, the choice of DLT implementation likely

depends on convenience and availability. We focus on blockchain with MPC capabilities

while acknowledging that alternative solutions and implementations exist.

3. A Model of Financial Reporting and Auditing

3.1. Auditors in the Traditional World

Consider an economy with (i) a continuum of publicly audited firms (clients) indexed by u,

{Bu , u ∈ [0, 1]}, each of size K, (ii) a measure mpr of unaudited firms, such as private or

foreign firms, and (iii) M auditing firms, Aj, 1 ≤ j ≤ M . With pairwise interactions, each

firm Bu would report K2 cross-firm transactions with any other audited firm Bv, v ∈ [0, 1],

or any unaudited firm. The total measure of all audited transactions would thus also be

K2. As will be explained below, auditors are heterogeneous in their skills, and clients are

heterogeneous in their preferences for auditors.

The game starts with the auditors offering an auditing fee/price and firms each choosing

an auditor. Once clients contract with an auditor, they choose the probability of overstate-

ment while the auditor chooses the intensity of auditing in the second stage. We solve the

model backward by first analyzing the subgame where each client is already matched to an

auditor. We then endogenize audit pricing and auditor-client matches in the first stage.

Second stage: reporting and auditing. Suppose a firm has chosen an auditor and

reports a continuum of transactions i ∈ [0, T ], where T represents the transaction volume.

Each transaction i has a true value of x̃i ∈ (−∞, ∞). For example, accounts receivable and

accounts payable items correspond to x̃i > 0 and x̃i < 0, respectively. The true aggregate

income of the client for a year is
´ T

0 x̃idi (see also Figure 1). For each transaction, the client
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reports to the auditor the following:

xi = x̃i + εi, (1)

where εi =


0, with probability 1 − p,

µ > 0, with probability p

(2)

and p is endogenous and reflects the client manager’s tendency to overstate the transaction

value. Since higher earnings are generally associated with higher firm valuation and manage-

rial compensation, managers usually have greater incentives to overstate transaction values

(e.g. Newman, Patterson, and Smith, 2001; Callen, Khan, and Lu, 2013). Misstatement

can also be interpreted as insufficiently frequent disclosures, which entrenches the managers

(Shleifer and Vishny, 1989). Managers may misreport to boost their payoff (e.g., stock price

in the case of managers holding shares or being compensated with options). Allowing the

error term to represent genuine mistakes or understatement of transaction value does not

alter the economic intuition or qualitative results.13

For each transaction, the auditor obtains his own estimate x̂i and computes the aggregate

income of the client as
´ T

0 x̂idi. Following the literature (e.g., Scott, 1973; Antle and Nalebuff,

1991), the auditor faces legal liabilities from restatements and thus needs to minimize the

following loss function (auditor risk):

L = λE

[ˆ T

0
(x̂i − x̃i)2di

]
, (3)

where λ ∈ (0, 1) is a scaling parameter reflecting the expected penalty faced by the auditing

firm due to a regulator’s market monitoring and misstatement detection. Intuitively, when

aggregate misreporting levels are high, prices’ ability to aggregate dispersed private informa-
13For many firms, e.g., manufacturing firms, highly discretionary accounts do not constitute a large portion

of their income statements (Stubben, 2010) Although our model focuses on reducing intentional misstate-
ments, it is straightforward to see that collaborative auditing can also significantly reduce the costs of
detecting unintentional errors made either by clients or auditors, which further improves audit quality and
facilitates internal auditing. Such unintentional errors or mistakes will be detected either instantaneously
(if auditing is continuous) or at the time of auditing. These cases will need to be further verified manually
using traditional auditing methods. In fact, this should be equivalent to having a greater number of off-chain
transactions, and our results still hold without changes.
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tion efficiently is reduced. Welfare is then reduced because of inefficient resource allocation

in a free market economy (e.g., Hayek, 2009). Thus, as we discuss later, a legal authority or

regulator would aim to require and incentivize auditors to reduce misstatements.

In deriving her own estimate, the auditor can either accept the client’s report, i.e., setting

x̂i = xi, or expend effort to verify the transaction, i.e., setting x̂i = x̃i. Suppose the auditor

has limited resources and decides to audit a fraction s ∈ [0, 1] of all transactions (Becker,

1968), and the cost of such auditing sampling to be C(s), with C ′(s) > 0 and C ′′(s) > 0

(Lu, 2006). The convexity of the function captures the fact that it is costly to acquire and

retain additional human resources in the auditing season. For simplicity, we assume it costs

the same to audit a within-auditor transaction and a cross-auditor transaction.14

Consider a client u that chooses auditor j. To be concrete, in the following discussion

we assume that the cost function for auditor j is of the following form:

Cj(s, T ) = aj(sT )2 + b, aj > 0, b > 0. (4)

where aj represents the skill of auditor j, with a smaller aj indicating greater skill of the

auditor. The auditor’s complete problem is then to minimize the following objective function

by choosing the appropriate auditing sample size s,

min
s∈[0,1]

λE

[ˆ T

0
(x̂i(s) − x̃i)2di

]
+ ajs

2T 2 + b. (5)

The client determines the probability p of overstatement by trading off the benefits

of overstating earnings (e.g., higher stock market valuation and ease of access to external

financing) and the costs of being caught reporting erroneously/committing fraud (which

damages the reputation of the firm and entails regulatory penalties). We assume that the

client maximizes the following second-stage utility function,

max
p∈[0,1]

γ Pr(x̂i(s) = xi > x̃i)µT − δ(Pr(x̂i(s) = x̃i < xi)T )2 − d|u − uj|. (6)

14Introducing two separate costs adds no new insights, especially when the reduction in auditing cost with
blockchain is much larger than the difference between these two costs.
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where γ, δ > 0. Pr(x̂i(s) = xi > x̃i) is the probability that the manager successfully over-

states transaction values without being detected by the auditor, and Pr(x̂i(s) = x̃i < xi)

is the probability that the manager is caught committing fraud. The convex penalty func-

tion reflects that the punishment can be nonlinear and more substantial for more severe

fraudulent cases. In practice, the penalty corresponds to the cost of a subsequent lawsuit

for misreporting and/or reputational damage (e.g., Fischer and Verrecchia, 2000). The last

term, with d > 0 and uj ∈ [0, 1] being a constant associated with auditor j, represents

heterogeneous Hotelling preferences (transportation costs) of clients toward different audi-

tors, including geographical proximity or other business connections between the clients and

auditors.15

From (5), the auditor’s problem reduces to:

min
s∈[0,1]

λT (1 − s)pµ2 + ajs
2T 2 + b. (7)

From (6) and the fact that the auditor randomly investigates a sample s, the client’s problem

can be rewritten as:

max
p∈[0,1]

γT (1 − s)pµ − δ(psT )2 − d|u − uj|. (8)

We solve from (7) and (8) the equilibrium strategies (s∗, p∗) of the auditor and client:16

Proposition 1. For each auditor j and a matched client u, a unique subgame equilibrium

exists in the second stage, with the strategies (s∗
j , p∗

j) characterized by

s∗
j =

λp∗
jµ

2

2ajT
and p∗

j = min
(

γµ(1 − s∗
j)

2δs∗2
j T

, 1
)

. (9)

The equilibrium misstatement probability p∗
j is weakly increasing in aj (auditor skill) and T

(transaction volume), while the auditing intensity s∗
j is weakly decreasing in aj and T . Both

p∗
j and s∗

j are increasing in γ (misreporting incentive).
15The Hotelling preferences help prevent corner solutions to the competition game among heterogeneous

auditors. Other assumptions of heterogeneity among clients can achieve similar qualitative results.
16We note that the proposition is robust to more general forms of the cost functions for the firms and

auditors. See the Internet Appendix IA.1 for details.
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While the sampling size s∗
jT increases with transaction volume, the sampling intensity

s∗
j decreases because the auditor finds it more economical to randomly sample a smaller

fraction when the total volume is large. Overall, auditing fees are still higher for larger firms

with a higher volume of transactions. The misstatement intensity p∗
j and quantity p∗

jT both

increase with T given that the auditor samples with less intensity. When auditing cost aj

increases (i.e., when the auditor is less skilled), the optimal audit intensity s∗
j declines. As a

result, clients misreport more and p∗
j increases. If a client has a higher misreporting incentive

γ, then its equilibrium misstatement intensity p∗
j is higher, leading the auditor to monitor

more intensively with a higher s∗
j . Table 1 reports the complete set of comparative statistics

for the equilibrium policies with respect to the model parameters. For brevity, we omit the

proofs that follow from arguments similar to those in Proposition 1.

Table 1: Dependence of Equilibrium Policies on Model Parameters

Model Parameters
aj T δ γ µ λ

Policy variables
Misstatement probability: p∗

j + + − + − −
Auditing intensity: s∗

j − − − + + +
Misstatement sample size: p∗

jT + + − + − −
Auditing sample size: s∗

jT − + − + + +

First stage: auditor fee and competition. We now characterize the first-stage equi-

librium, in which the auditors compete for clients by posting auditing fees and the clients

choose auditors. For simplicity, we consider the case M = 2 below, i.e., there are two au-

diting firms. We also assume that u1 = 0 and u2 = 1, i.e., the two auditors are at the two

ends of the preference spectrum of clients (see (6)). The intuition of our results carries over

to the general case with multiple auditing firms, switching costs, and general values of uj.

Definition 1. A first-stage equilibrium of the model is defined as an assignment of clients

to auditors and a choice of auditing fees Pj by each auditor j that satisfy these conditions:

(i) Given the fees posted, each client selects the auditor that maximizes the client’s utility.

(ii) Anticipating the other auditor’s fee, fee Pj maximizes auditor j’s profits.
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Since the auditors have heterogeneous skills and utility functions, the equilibrium audit-

ing fees are also heterogeneous in general. The fees have to satisfy Pj ≥ Zj, where Zj is the

total cost associated with auditor j auditing one client (note that the cost is the same for

all clients). From Proposition 1 and (7),

Zj = λT (1 − s∗
j)p∗

jµ
2 + ajs

∗2
j T 2 + b. (10)

where p∗
j and s∗

j are second-stage equilibrium choices of the client and auditor. We define

Wj = γT (1 − s∗
j)p∗

jµ − δ(ps∗
jT )2 (11)

to be the part of the client’s utility in (8) without the last term involving auditor preference.17

For a client u that chooses auditor j, the client’s first-stage utility is thus given by CUu,j =

Wj − d|u − uj| − Pj.

Client u chooses Auditor 1 if CUu,1 > CUu,2, and Auditor 2 if CUu,1 < CUu,2. The

marginal client t∗ indifferent between Auditors 1 and 2 must have:

CUt∗,1 = CUt∗,2, (12)

or (recall that u1 = 0 and u2 = 1), W1 − P1 − dt∗ = W2 − P2 − d(1 − t∗).

Solving this, we obtain

t∗ = W1 − W2 − (P1 − P2) + d

2d
. (13)

If the solution t∗ of (13) is outside the interval [0, 1], then there is a corner solution, and all

clients select one auditor. We focus on the more interesting interior solutions. Equation (12)

implies that, in equilibrium, auditor 1 receives share t∗ of all clients, and auditor 2 receives
17We assume the quadratic forms of the auditor’s and clients’ utility functions for simplicity. In the

Internet Appendix, we show that the main results hold with more general utility functions.
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share 1 − t∗ of clients. The first-stage profits for Auditors 1 and 2 are thus given by:

max
P1

1
2d

(W1 − W2 − (P1 − P2) + d)(P1 − Z1), (14)

max
P2

1
2d

(W2 − W1 − (P2 − P1) + d)(P2 − Z2). (15)

The first order conditions of equations (14) and (15) determine the equilibrium prices:

P ∗
1 = d + W1 − W2 + 2Z1 + Z2

3 , (16)

P ∗
2 = d + W2 − W1 + 2Z2 + Z1

3 . (17)

We thus obtain the following proposition.

Proposition 2. There exists a unique equilibrium in which auditors charge auditing fees

as given in (16) and (17). In the equilibrium, an endogenous share of mj clients chooses

auditor j. The equilibrium market share mj is given by

m∗
j = 1

2

(
1 + 1

3d
(Wj − W−j − Zj + Z−j)

)
(18)

and the profit of auditor j is given by

Πj = d

2

(
1 + 1

3d
(Wj − W−j − Zj + Z−j)

)2
, (19)

where −j indicates the auditor other than j. If γ < λµ, then the endogenous size m∗
j and

profit Πj of auditor j increase with the auditor’s skill 1
aj

.

The endogenous sizes of auditors are determined via competition among auditors and

their heterogeneous skills. As we shall demonstrate later, auditor size/skill plays an impor-

tant role in the adoption of blockchain technology.
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3.2. Auditing with Federated Blockchain

In the traditional world, an auditor incurs a cost for each inspection and is thus limited to

random sampling due to resource constraints. Blockchains allow the auditor to automate

some of the processes. When an auditor sets up a blockchain, the within-auditor transactions

can be validated with little cost and time lag; when another auditor also joins the federated

blockchain, the inspection of transactions between firms associated with the two auditors

can also be done digitally using privacy-preserving secure verification. We take this cost of

automated inspection to be negligible relative to traditional inspections.

In a federated blockchain, each auditor Ai establishes an internal permissioned blockchain,

with each node operated by an auditing team within the firm.18 Whenever a transaction i

for client x happens, the team responsible for the client uploads the transaction data on the

internal blockchain. Depending on the counterparty y, there are three scenarios:

(1) Within-auditor transactions. If this transaction has a counterparty y also audited

by the same firm, then the team responsible for client y would also upload the transaction.

The blockchain then verifies if the two transaction reports are consistent and, if so, consoli-

dates them into a consensus record. If the reported transactions do not match, the auditor is

immediately aware that one or both transactions are misstated and can investigate. There-

fore, we assume that the client never misreports in this scenario since the risk of immediate

detection is always certain.

(2) Cross-auditor transactions. If the counterparty y is audited by another auditor B

who is on the same federated blockchain with A, then A can send a request to the consortium

with encrypted information about the transaction k. Then, the blockchain verifies whether

there is a matching transaction k′. Auditor B would then be able to verify that it does have

the transaction k′ and whether the amounts of k and k′ match. The verification procedure

can be conducted through a secure method so that only encrypted information is revealed

to the other party;the client would not commit fraud or misreport.
18Alternatively, the nodes can also be operated by client firms or third parties in a blockchain ecosystem.
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(3) Off-chain transactions. If the counterparty y is a private firm or is audited by an

auditor not on the federated blockchain, then the auditor cannot automate the process and

has to resort to random sampling, i.e., the traditional process.

To model the adoption of blockchain, we assume that A1 and A2 can decide whether to

incur a cost c1 to adopt the technology. After the adoption decision, the auditors and clients

then play out the two-stage game as described in the previous section. Now, a client firm only

elects to misstate transactions not reported to a blockchain system by both counterparties,

i.e., the off-chain transactions. Similarly, an auditing firm would only need to engage in

random sample auditing for off-chain transactions. Suppose an auditor incurs an upfront

adoption cost for the blockchain system c1. We further assume that each blockchain-adopting

auditor incurs a cost c2 per client for maintaining the blockchain infrastructure, including

installation, maintenance, and customer service costs for the client. When the cost c1 or c2

is large, not adopting blockchain is an equilibrium.19

To see this, suppose everyone is playing the equilibrium characterized by Proposition 2.

One auditor may deviate to acquire blockchain capacity if it can lower the cost of auditing

for its current clients and thus potentially charge a lower fee to attract the other auditor’s

clients. The auditing cost of an auditor with blockchain thus becomes:

Zj(Tb) = λTb(1 − s∗
b)p∗

bµ
2 + ajs

∗2
b T 2

b + b + c2., (20)

where Tb is the number of off-chain transactions, and (s∗
b , p∗

b) are the second-stage equilibrium

strategies for the auditor and client when the number of transactions is Tb. Tb would be

(mpr + mj−)K2 if the other auditor of size mj− chooses not to adopt blockchain, and would

be mprK
2 if the auditors form a blockchain consortium. (20) signifies that the auditor only

incurs risk or cost for transactions not on the federated blockchain.
19We assume that the auditor cannot deviate to not using blockchain after the fees and matching are

determined. One important function of blockchain is to allow different parties to commit to share information
in a transparent way, which reduces frictions and incentives to misstate. Therefore, commitment to using or
not using blockchain is part of the business agreement between the auditor and its client.
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We note that the first-stage objective of a firm is:

max
Pj

mj(Pj, P−j)(Pj − Zj(Tb)) − c1,

where mj is the share of clients choosing auditor j and Pj and P−j are the auditing fees

charged by auditor j and its competitor. For a sufficiently large c1 or c2, the cost of adopting

the blockchain outweighs the potential reduction both in auditing costs and gains in market

share achieved by charging lower fees, making it unprofitable for an auditor to deviate to

adopt.

When adoption costs are small and the reductions in auditing costs are large enough,

both auditors adopting the blockchain can be an equilibrium. In this case, if one auditor

deviates by not adopting blockchain, it incurs higher costs and has to charge higher fees, thus

losing market share and profits. We show in the following proposition that partial equilibria

where one auditor adopts blockchain and the other does not are possible. Furthermore,

there can be multiple equilibria where both partial equilibria exist at the same time. The

intuition is that due to competition, the market shares in the all-adoption equilibrium are

similar to those in the no-adoption equilibrium, e.g., the market shares of the auditors would

be equal in both cases if the auditors have the same skills. As a result, the benefit for the

first auditor adopting blockchain is typically a larger gain in market share than the second

adopting auditor, analogous to a first-mover advantage. Therefore, given suitable adoption

costs, only one auditor adopts blockchain in equilibrium.

When γ < λµ, i.e., when the private benefits of clients are not too large, we have:

Proposition 3. With auditing based on permissioned blockchains and secure MPC, and with

heterogeneous auditing skills, in addition to the no-adoption and all-adoption equilibria, there

can be two partial-adoption equilibria in which only one auditor adopts blockchain.

(i) The all-adoption and no-adoption equilibria do not coexist with the partial-adoption equi-

libria. When a1 and a2 are sufficiently close, the two partial-adoption equilibria can coexist.

(ii) With sufficiently small blockchain operating cost c2, in a partial adoption equilibrium,

the market share of the adopting auditor increases relative to the non-adopting auditor.
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(iii) The clients’ misreporting probability and auditing fees for blockchain-adopting auditors

are lower in the all-adoption equilibrium than those in the partial adoption equilibrium, which

are, in turn, lower than those in the no-adoption equilibrium.

By facilitating both the standardization and sharing of data, blockchain can make the

switching of clients across auditors easier (i.e., by reducing costs inhibitive to changing

auditors over marginal improvements), thus increasing competition among auditors. This

ex ante deters auditors from joining a federated blockchain. As such, when full adoption

generally results in higher social welfare, regulators may need to coordinate and possibly

subsidize adoption (see Section 3.3).

We plot in Figure 5 the equilibrium adoption strategies and the market share distribu-

tions for the model with heterogeneous auditor skills. In particular, we consider the case

where a1 < a2 and A1 is the more skilled or larger auditor.

First, we note that both types of partial equilibria exist for a wide range of parameter

values of the manager’s misstatement incentive γ and blockchain adoption cost c1 (Panel A).

For a fixed γ, when c1 is very low, all adoption is the only equilibrium, and when c1 is high,

no adoption is the only equilibrium. For intermediate values of blockchain adoption cost c1,

either one or both partial equilibria exist. We note that for smaller values of c1, the partial

equilibrium where smaller auditor A2 adopts is more likely to exist, and for larger values of

c1, the equilibrium where A1 adopts is more likely to exist. This reflects that the marginal

benefit of blockchain adoption is likely higher for the smaller auditor.

Second, we examine the size or market share of the more skilled auditor (A1) in different

equilibria as γ varies in Panel B.20 Several interesting patterns emerge here. The market

share or size of A1 is the largest in the partial adoption equilibrium where A1 adopts and

the smallest in the partial adoption equilibrium where A2 adopts. This is intuitive as partial

equilibria provide a first-mover advantage to the adopting auditor. Moreover, the market

share of A1 is smaller in the full adoption equilibrium than in the no adoption equilibrium.

This suggests that the improved efficiency offered by blockchain technology allows smaller
20In the model, the equilibrium market shares of the auditors do not depend on the value of c1, although

the existence of certain types of equilibria can depend on c1.
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auditors to be more competitive against larger auditors, leveling the playing field.
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Figure 5: Equilibrium Adoption of Blockchains and Market Share: Heterogenous
Auditors and Clients This figure shows how the model’s equilibria vary with parameters.
Panel A plots the regions with different equilibria for varying blockchain adoption cost γ and
client’s misstatement incentive γ. Panel B depicts the market share of auditor A1 under the
different equilibria. The values of other parameters are K = 5, Kpr = 5, µ = 1, δ = 1, λ =
1, a1 = 0.05, a2 = 0.10, b = 0, c1 = 1, c2 = 0.02, d = 15.

In the partial equilibrium where only the larger auditor adopts blockchain, the cost of
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implementing blockchain creates hurdles for small auditors and further widens the disparity

between large and small auditors. There are different potential solutions to this in prac-

tice. First, small auditors can form consortiums, sharing the fixed development costs of

blockchains. Second, it might be possible for small auditors to pay a fee to large auditors

to utilize the established blockchain, thus avoiding prohibitive entry costs associated with

implementing infrastructure. Third, regulators can provide subsidies to the auditors to fa-

cilitate full adoption (motivated by the potential for increased social welfare via reductions

in misstatements) – a solution we discuss in the next section.

Non-collaborative auditing. When each auditor chooses to operate his own independent

blockchain rather than joining the integrated, federated structure, within-auditor transac-

tions can be costlessly verified as in the federated case. However, verifying cross-auditor

transactions remains costly, despite the fact that both auditors have blockchains. The fol-

lowing corollary demonstrates that a federated blockchain is superior to a system of inde-

pendent blockchains as it further reduces auditing fees and risks. The key difference between

the federated blockchain and independent blockchains is that cross-auditor transactions can

be automatically verified on the network using secure encryption methods.

Corollary 1. In the full adoption equilibrium with independent blockchains, the misstatement

probability and auditing fees are lower than those in the model without blockchains, but higher

than those in the full adoption model with a federated blockchain.

3.3. Social Welfare and Regulatory Interventions

Auditors have several limitations and frictions in blockchain adoption. First, entry costs con-

sist of the implementation cost of blockchain infrastructure and the auditors’ cost of onboard-

ing the new system. Second, collaborative auditing necessitates a certain standardization

of blockchain platforms for client and audit firms. While further technological progress, the

establishment of consortiums, or simple subsidization may mitigate the fixed expense of im-

plementation, the challenge of coordinating simultaneous industry-wide technology adoption

remains daunting, necessitating regulatory interventions.
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As shown in the last section, competition among auditors can lead to partial adoption

equilibria, which are suboptimal from the social viewpoint. We define social welfare in our

model as the negative of the sum of the auditor’s costs, i.e.,

SW0 = −
2∑

j=1
m∗

j(λT (1 − s∗
j)p∗

jµ
2 + ajs

∗2
j T 2 + b).

The social welfare in the case of full blockchain adoption is

SWb = −
2∑

j=1
m∗

j(λTb(1 − s∗
j,b)p∗

j,bµ
2 + ajs

∗2
j,bT

2
b + b + c2) + 2c1,

where c2 is the blockchain operation cost and c1 is the adoption cost of blockchain by each

auditor. We exclude the clients’ private utility in the social welfare because the private

benefits of clients from restatement typically come at a cost for the broad investor base.21

We present the following proposition regarding the social optimality of blockchain adop-

tion equilibria and the possibility of conducting a wealth transfer to facilitate full adoption.

For ease of treatment, we assume the auditors are of the same size, i.e., a1 = a2, in the

proposition. The intuition carries over to more general cases.

Proposition 4. When the operation cost c2 is sufficiently small, ∃ C1 > C2 > 0 such that:

(i) Full adoption is an equilibrium if and only if the adoption cost satisfies c ≤ C2. Full

adoption increases social welfare, i.e., SWb > SW0, if and only if c < C1.

(ii) For C2 < c < C1, the industry equilibrium does not realize the social optimum. A

regulator (or social planner) can make a wealth transfer to the auditors and coordinate the

full adoption equilibrium to achieve the social optimum.

Given the potential reduction of misstatements and costs associated with auditing com-

petition, we expect the government to play a pivotal role in facilitating the coordination and

adoption of the technology. For example, government subsidies and regulatory standards

can be critical to implementing blockchain-based auditing successfully.
21The following results still hold even if we include clients’ utility in the above definition.
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4. Model Extensions and Discussions

4.1. Endogenous Choice of Transaction Partners

Up to this point, we have assumed that the amount and type of transactions of clients are

exogenously given. However, blockchain adoption may reduce some clients’ private utility by

making it harder for them to misreport earnings. These clients, in anticipation of blockchain

adoption by the auditing industry, may choose to transact with more private partners who

are off the blockchain. Such actions by the clients, in turn, can change the amount of on-

chain transactions and affect the benefits of blockchain implementation. In this section, we

model clients’ endogenous choice of transaction partners and study its implications.

We keep the model structure the same as before, except by adding an endogenous choice

step at the beginning of the time period. We assume that a client is unaware of their type

u ∈ [0, 1] to start with. Each client needs to decide the ratio of private partners m and public

partners 1 − m before its type is known. After this, the client’s type is revealed publicly,

and the game proceeds as set up before. With the choice m, the number of transactions

that cannot be automated by blockchain is mK2, and that can potentially be automated

is (1 − m)K2. We consider symmetric equilibria where all clients choose the same ratio

m ex-ante. We show that the endogenous choice of transactions can change the outcome

substantially. There are two interesting cases:

(1) If the private benefit of clients (γ) is large and blockchain adoption increases social

welfare, then clients may find it optimal to switch all transactions to be off-chain ex-ante,

rendering blockchain adoption infeasible.

(2) If γ is small and all-adoption is an equilibrium, then clients may find it optimal to only

transact with public partners and put all transactions on-chain.

Internet Appendix IA.2 contains the derivations while Figure 6 illustrates the results.

Panel A of Figure 6 shows that when γ is low (= 3), both the client’s ex-ante expected

utility (before making the choice of trade partners) and the social welfare decrease with the

private share m of transactions. Depending on the value of m, there are three equilibrium

outcomes: the industry full-adoption equilibrium for m < 0.19 in which the auditors volun-
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Figure 6: Endogenous Choice of Transaction Partners and Blockchain Adoption
This figure shows how blockchain equilibrium adoption and the ex-ante client’s expected
utility and social utility functions depend on the fraction of private transactions (m). c1 = 4
and the other parameters are the same as in Figure 5.

tarily adopt blockchain, the social full-adoption equilibrium for 0.19 < m < 0.91 in which the

social planner subsidizes and coordinates the full-adoption equilibrium, and the no-adoption

equilibrium when m > 0.91 where it is not socially optimal to adopt blockchains due to its

limited benefits. Since the client’s ex-ante utility is decreasing with m, they would choose

the optimal level of m, which is zero, and the industry’s full adoption happens. Therefore, in

this case, the option to endogenously select trade partners helps to convert all transactions

online and make full adoption possible.

Pane B displays the scenario for a higher γ = 6. With greater private benefits, the

clients now find the transparency offered by blockchains to be costly, and their ex-ante

utility increases with the private share of transactions. Therefore, the client will choose the

optimal m = 1, i.e., have all transactions with private partners. In this case, even the social-

planner-subsidized adoption equilibrium breaks down because blockchain can no longer bring

social benefits with all transactions off the chain.

Overall, the endogenous choice of partners can add complexity to the equilibria. De-

pending on the parameters of the model, these endogenous choices can either increase or
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decrease social welfare. In cases with large private clients’ incentive to misstate, it can lead

to suboptimal non-adoption despite the social planner’s efforts. Regulators thus need to

consider the potential repercussions when weighing blockchain adoption policies.

4.2. Discretionary Auditing and Blockchains

As discussed above, many of the auditing tasks for transaction-based or nondiscretionary

accounts can be automated with blockchain. In reality, many companies also have discre-

tionary items such as bad debt expenses, which may not be automatically verifiable because

they require auditors’ experience, discretion, and industry expertise. Nonetheless, the intro-

duction of blockchain can still have indirect effects on discretionary auditing. We consider

below a model extension in which auditors conduct both nondiscretionary and discretionary

auditing. Details of the extension are provided in Internet Appendix IA.3.

When auditors adopt blockchain, the volume of a client’s transaction-based accounts that

need to be verified by conventional methods shrinks. Discretionary accounts, meanwhile, still

need to be audited in the traditional way. We show that in the full-adoption equilibrium

with discretionary account auditing and blockchains, compared with the equilibrium in the

traditional world, the clients misreport less in both the discretionary and transaction-based

accounts, and auditing fees decrease.

This proposition implies that with the adoption of blockchains, auditors need to focus less

on the more routine, non-discretionary tasks and can focus auditing efforts on discretionary

accounts instead. There is a spillover effect from the cost savings in transaction-based

auditing to discretionary auditing: since auditors now devote a larger proportion of resources

to discretionary auditing, clients are forced to misstate less in discretionary accounts in

addition to transaction-based accounts, and thus auditing quality in both types of accounts

improves. In the auditor labor market, there will likely be lower demand for less skillful

auditors but greater demand for more skillful auditors due to the increased focus on off-

chain transactions and highly discretionary accounts.
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4.3. Blockchain Costs Paid by Firms

We have so far assumed that auditors will maintain the blockchain and pay for the costs.

Indeed, due to the economy of scale and to avoid duplication costs, it is in general optimal for

the auditors to bear the fixed development and investment costs. Nonetheless, we consider

a model extension that allows the clients to cover the operating costs of blockchain and

examine the implications. Details and proofs of the model are in Internet Appendix IA.4.

We show that there is a coordination problem when clients need to decide whether to

adopt blockchain. Essentially, there needs to be a critical mass of clients who decide to

switch. Otherwise, the network benefits of blockchain adoption are insufficient to cover the

cost of adoption, and the equilibrium is no one will adopt. This coordination problem is

related to the coordination among different auditors but is more severe because there are

many more clients to coordinate with.

For this reason, we believe it is better for auditors to cover the costs of blockchain,

at least initially. Once blockchain reporting/auditing gains a sufficient toehold in adoption

(over the critical threshold), the business model can be potentially converted to one where

clients share at least some of the operating costs.

4.4. Heterogeneous Transaction Sizes

We have modeled how client firms could manipulate the extensive margins of transactions

(how many transactions to misreport) but not the intensive margins (how much to misstate

for each transaction). In reality, a firm can reap greater benefits if it can manipulate fewer,

larger items without getting caught. Being aware of this incentive, the auditor would also pay

closer attention to larger transactions. In equilibrium, the optimal allocation of misreporting

and monitoring efforts for large and small transactions will depend on both parties’ incentives

and utility functions.

In an extension of the basic auditing model that allows heterogeneous transaction sizes

(Internet Appendix IA.5), we show that the auditor would sample larger transactions more

frequently. Interestingly, in equilibrium, the clients in fact are more likely to misstate smaller

transactions than larger transactions.
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This issue actually highlights another benefit of blockchain—it works regardless of the

size of the transaction. With blockchain, any manipulation can be found, making size less

important. For larger transactions, blockchain automation can thus help to save more manual

labor and reduce auditors’ costs even more.

5. Conclusion

We analyze equilibrium outcomes of financial reporting and auditing in settings with and

without distributed ledger technology combined with secure MPC to demonstrate how per-

missioned blockchains are not merely a database upgrade but have novel economic implica-

tions. Specifically, we model an economy in which auditors post fees to compete for client

firms while clients determine the optimal level of misstatement in anticipation of the endoge-

nous auditing intensity. We argue that federated blockchains and secure encryption can allay

data-privacy concerns without requiring a trusted third party, and thus connect isolated au-

diting processes either across audit teams or audit firms. Blockchains therefore potentially

facilitate automated and collaborative auditing by reducing audit costs for transaction-based

accounts. The technology can thus disrupt conventional audit pricing, sampling, and effort

allocation. Private benefits of client firms and first-mover advantages of auditors can cause

non-adoption or partial blockchain adoption equilibria. Importantly, regulators can coordi-

nate systematic adoption to capitalize on the positive externality in utilizing the technology,

increasing social welfare. Our model also provides an initial framework for further studies

of the costs and implications of blockchain adoption. For example, we find that it would be

more efficient for auditors to bear the initial costs of blockchain.

To capture the first-order implications of blockchains on financial reporting in a trans-

parent manner, we have abstracted away some finer details of the tradeoffs in consensus

generation and encryption of private data. We also note that blockchain is not the only

technology that can enable collaborative auditing, though it is a salient candidate. It is

our hope that this study will lead to future research about how technological advances im-

pact financial reporting and auditing. Moreover, our paper illustrates how permissioned
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blockchains without free entry or native crypto-tokens can still constitute an innovation that

disrupts existing industries. In addition to better data management, they provide an in-

frastructure for independent databases to interact without sacrificing data privacy. Given

that information-sharing algorithms are important in many services, such as lender services

in credit markets (Liberti, Sturgess, and Sutherland, 2022), the economic implications of

multi-party computation remain a fruitful area for future research.
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Appendix A. Blockchains and Privacy

Distributed Ledgers and Permissioned Blockchains

Blockchains, or more generally, distributed ledger technologies, are based on several ad-

vancements in computing science, including hashing, digital signatures, distributed systems,

and consensus mechanisms. Although these individual elements were introduced earlier,

Nakamoto (2008) brought them all together and proposed a peer-to-peer distributed trans-

action and ledger system, i.e., Bitcoin, that aimed to solve a number of problems facing

decentralized digital currencies, such as double-spending, consensus, economic incentives of

peer nodes, and security. Since then, many more applications of blockchains have been

developed, including fundraising through initial coin offerings on social platforms, trades

and settlements of financial securities, supply chain management, and other business ap-

plications. The key features of a blockchain typically include transparency, immutability,

security, and resilience. Many of these features make blockchains an attractive option in

financial or business applications. We refer the reader to Yermack (2017), Cong and He

(2019), Harvey, Ramachandran, and Santoro (2021), and Chen, Cong, and Xiao (2021) for

the basics and business applications of blockchains.

In this paper, we consider permissioned blockchains, which have become the focus of

many recent business start-ups. While public or permissionless blockchains such as Bitcoin

or Ethereum typically allow anyone to join as peer nodes in the network, a permissioned

blockchain only includes identified nodes that can be trusted to some extent.22 One main

benefit of the permissioned blockchain is that it can adopt a more efficient consensus al-

gorithm (e.g., majority voting) and thus prevent the energy waste associated with mining

and proof-of-work (the consensus algorithm currently employed by Bitcoin and many other

cryptocurrencies; see, for example, Chiu and Koeppl (2019) and Cong, He, and Li (2021)).

Permissioned blockchains are also more secure from attacks and can handle higher through-

put. Some early open-source software for permissioned blockchains include Corda (by R3),

Hyperledger Fabric (by IBM), and Quorum (by J.P. Morgan). Various companies have
22The nodes on the network can still be motivated by individual economic incentives.
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also developed their own proprietary permissioned blockchain systems. For example, Digi-

tal Asset Holdings helped the Australian Stock Exchange in transitioning their trading and

settlements to a new system based on permissioned blockchains.

In recent years, open source blockchain systems have offered a number of new options

for permission blockchains. For example, Cosmos SDK allows the building of proof-of-stake

permissionless blockchains and proof-of-authority permissioned blockchains that can natively

interoperate with each other.23 Similarly, OP Stack (Avalanche) has also made it possible to

build public or private Layer-2 blockchains (subnets) that are both scalable and interoper-

able.24 These open-source and highly scalable solutions may provide promising solutions to

the auditing and financial reporting applications in our model. The interoperability of such

blockchains can also be key to building a system of federated blockchains for auditing.

In our setting, permissioned blockchains can include nodes for auditors, clients and their

transaction counterparties, and regulators. The immutability and traceability of records

on blockchains are particularly important for auditing purposes. However, protecting the

privacy of clients can also be an important concern, which we address below.

Privacy and Encryption

One key feature of blockchains is that transactions are typically accessible to the public (for

permissionless blockchains) or to all the permissioned parties (for permissioned blockchains).

This transparency feature helps to ensure the validity of transactions but can come at the cost

of the transacting counterparties’ privacy. There are a number of encryption algorithms such

as zero-knowledge proofs, homomorphic encryption, and multi-party secure computation,

from the field of cryptography that can ensure both validity and confidentiality of records in

a blockchain.

Zero-knowledge proof. A zero-knowledge proof (ZKP, Goldreich, Micali, and Wigder-

son, 1987) is a proof of a statement by one party (the prover) to another party (the verifier)
23https://docs.cosmos.network/main/learn.
24More information is available at https://docs.optimism.io/stack/getting-started and https://

docs.avax.network/intro.
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without conveying any additional information to the verifier, other than the correctness of

the statement. This may sound paradoxical, but it is possible using ideas in cryptography.

Zero-knowledge proofs have found many applications in privacy-sensitive environments. For

example, Zcash is a cryptocurrency that is similar to Bitcoin but employs cryptographic tools

to truly anonymize transactions, which can hide transaction counterparties and amounts

while allowing others to validate the transactions. Zcash uses a new type of zero-knowledge

protocol called zk-SNARKs.25 Ethereum introduced support for zk-SNARKs in its Byzan-

tium hard-fork update in 2017. Since then, many smart contracts on Ethereum, such as

Railgun and Tornado Cash, have enabled the privacy of transactions with ZKPs.26 ZKPs

also allow the verification of the validity of transactions without the need to see all trans-

actions and enable an important scaling Layer-2 solution, zk-EVM and zk-rollups. In 2023,

several zk-EVM became available, including zkSync, Polygon, and Consensys Linea, which

have the potential to vastly expand the scalability and security of the Ethereum ecosystem.27

Several protocols have been proposed to use ZKPs to verify transactions and records. For

example, zkLedger is a protocol allowing outside auditors to verify accurate information while

protecting privacy through zero-knowledge proofs (Narula, Vasquez, and Virza, 2018). Qedit

provides a number of privacy-preserving solutions on the blockchain using zero-knowledge

proofs, including asset transfers, supply chain transactions, and auditing.28 In one appli-

cation, their system can help Airlines verify the flown hours of pilots and the maintenance

status of airlines without revealing detailed flight and service schedules. Espresso Systems

has also developed similar applications that can verify sanction-compliance of transactions.

Their CAPE (Configurable Asset Privacy for Ethereum) application is a smart contract that

allows the privacy of transactions to normal users and, at the same time, access by auditors

and regulators.29

25Details about Zcash’s implementation of zero-knowledge proof algorithms for anonymous transactions
are available at https://z.cash/technology/zksnarks.

26See https://docs.railgun.org/wiki.
27https://cointelegraph.com/news/four-zk-proof-l2s-that-scaled-ethereum-in-2023.
28https://qed-it.com/.
29More information is available at https://www.espressosys.com/.
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Secure multi-party computation. Secure multi-party computation (MPC) algorithms

allow different parties to interact and compute a function jointly from their private inputs,

without revealing the values of the inputs. For example, in the millionaire’s problem, two

millionaires would like to compare their wealth but do not want to reveal the amount of

wealth to each other. Yao (1986) first proposes a solution of the two-party computation

problem and Goldreich, Micali, and Wigderson (1987) solve the multi-party case. Wang,

Ranellucci, and Katz (2017a,b) provide efficient algorithms for two-party and multi-party

secure computations. Secure multi-party computation algorithms often involve homomorphic

encryption, which are encryption algorithms that preserve arithmetic operations. In recent

years, given the importance of data privacy, MPC has found many applications, e.g., private

financial transactions such as auctions and private machine learning where the original data

need to be kept secret. As an application of MPC to auditing, Cybernetica applied MPC

to go through all sales data in Estonia to identify potential value-added tax fraud, while

preserving the privacy of business owners (Bogdanov et al., 2015).

Appendix B. Proofs

Proof of Proposition 1. For simplicity of notation, we omit subscript j that indicates the auditor

in this proof. The system of FOC equations from (7) and (8) are

s = min
(

λµ2p

2aT
, 1
)

, (A1)

p = min
(

γµ(1 − s)
2δs2T

, 1
)

. (A2)

Consider the two curves on the s − p plane determined by Equations (A1) and (A2). Define

g(s) = 2asT
λµ2 and h(s) = γµ(1−s)

2δs2T
. The first curve is given by p = g(s) when 0 ≤ s < 1 and p ≥ g(1)

when s = 1. The second curve is given by p = min(h(s),1) for 0 ≤ s ≤ 1. Since g(s) is increasing

in s, the first curve is increasing in s. We have

h′(s) = γµ

2δT
· s − 2

s3 < 0, if 0 < s ≤ 1.
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Therefore, the second curve is decreasing in s for s ∈ [0, 1]. Note that g(0) = 0, g(1) > 0,

min(h(0), 1) = 1, min(h(1), 1) = 0, by continuity, there is a unique intersection point (s∗, p∗) of the

two curves with 0 < s∗ < 1 such that p∗ = g(s∗) = min(h(s∗), 1). (p∗, s∗) thus gives the unique

equilibrium of the clients’ and auditors’ problems. We note that in equilibrium the strict inequality

in (A1) always holds.

For comparative statics, we can focus on the interior solution. The equilibrium policy s∗

satisfies the following equation derived from (A1) and (A2),

4aδT 2s∗3 = λγµ3(1 − s∗). (A3)

Taking derivatives of the equation and using the fact that 0 < s∗ < 1, one can then easily show

that ∂s∗

∂a < 0. Equation (A2) then implies that

∂p∗

∂a
= l

−s∗2 − 2s∗(1 − s∗)
s∗4

∂s∗

∂a
= l

s∗ − 2
s∗3

∂s∗

∂a
> 0,

where l is a constant independent of a. For brevity of notation, when we derive comparative statics

for a variable, we shall always use l to denote a quantity that is independent of the key variables

in question. Therefore, l may represent different constants below in different contexts. Similarly,

from (A3), we have ∂s∗

∂T < 0. (A3) then implies that

s∗T = (s∗3T 2)1/2

s∗1/2 = l
(1 − s∗)1/2

s∗1/2

increases with T , where l is independent of T . From (A2),

p∗ = γµ(1 − s∗)
2δs∗2T

= γµ(1 − s∗)
2δs∗1/2(s∗3T 2)1/2 = l

(1 − s∗)
s∗1/2(1 − s∗)1/2 = l

(1 − s∗)1/2

s∗1/2 ,

which is again increasing with T , where l is independent of T . p∗T = γµ(1−s∗)
2δs∗2 also increases with

T . Similarly, we have ∂s∗

∂γ > 0 from (A3). From (A2) and (A3),

p∗ = l
γ(1 − s∗)

s∗2 = l′s∗

also increases with γ, where l and l′ are independent of γ. Q.E.D.
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Proof of Proposition 2. From (13), (16), and (17), we obtain

m∗
1 = t∗ = 1

2

(
1 + 1

3d
(W1 − W2 − Z1 + Z2)

)

and

m∗
2 = 1 − t∗ = 1

2

(
1 + 1

3d
(W2 − W1 − Z2 + Z1)

)
.

Hence (18) holds. The profit of auditor 1 is thus

Π1 = m∗
1(P ∗

1 − Z1) = d

2

(
1 + 1

3d
(W1 − W2 − Z1 + Z2)

)2
.

We can derive Π2 similarly and thus (19).

To show that m∗
j and Πj are increasing in 1/aj , or decreasing in aj , we only need to show that

Wj − W−j − Zj + Z−j is decreasing in aj . Since W−j − Z−j does not depend on aj , we just need

to show that Wj − Zj is decreasing in aj . (10), (11), and Proposition 1 imply that

Wj − Zj = γT (1 − s∗
j )p∗

jµ − δ(ps∗
jT )2 − (λT (1 − s∗

j )p∗
jµ2 + ajs∗2

j T 2 + b)

= 1
2γT (1 − s∗

j )p∗
jµ − λµ2T (1 − 1

2s∗
j )p∗

j − b

= γµ2

2δ

[
(1
2γ − λµ) − 1

2(γ − λµ)s∗
j

] 1 − s∗
j

s∗2
j

− b.

Since γ < λµ, Wj − Zj is increasing in s∗
j . Proposition 1 implies that s∗

j is decreasing in aj and

thus Wj − Zj is decreasing in a1. Q.E.D.

Proof of Proposition 2.

The equation for the marginal client t∗, (13), and the equations for prices, (16) and (17), determine

that

t∗ = 1
2(1 + (W1 − W2) − (P ∗

1 − P ∗
2 )) = 1

2[1 + 1
3(W1 − W2 − (Z1 − Z2))]. (A4)

As before, we focus on the interior solution t∗ ∈ (0, 1) for brevity. The equations (16), (17), and

(A4) ensure that when the auditors charge P ∗
1 and P ∗

2 , respectively, any client u ∈ [0, t∗) chooses

auditor A1 and any client u ∈ (t∗, 1] chooses auditor A2. The endogenous market shares (or sizes)

of the auditors in the equilibrium are m1 = t∗ and m2 = 1 − t∗. Therefore, this gives rise to a

unique equilibrium. The equilibrium market share of auditor j can also be written as
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m∗
j = 1

2

(
1 + 1

3(Wj − W−j − Zj + Z−j)
)

. (A5)

The profit of auditor j is then

Πj = m∗
j (P ∗

j − Zj) = 1
2

(
1 + 1

3(Wj − W−j − Zj + Z−j)
)2

= 1
2

(
1 + 1

3(Wj − Zj − (W−j − Z−j)
)2

.

The key quantity in equation (A4) is Wi − Zi. From (10) and (11) and Proposition 1, we have

Wi − Zi = 1
2γT (1 − s∗

i )p∗
i µ + λµ2T (1 − 1

2s∗
i )p∗

i

= 1
2Tp∗

i µ(γ(1 − s∗
i ) − λµ(2 − s∗

i ))

= γµ2

4δ

1 − s∗
i

s∗2
i

(γ − 2λµ − (γ − λµ)s∗
i ). (A6)

where we used the equation p∗
i = γµ(1−s∗

i )
2δT s∗2

i
. Proposition 1 implies that s∗

i decreases with ai. Since

0 ≤ s∗
i < 1 and γ < λµ, γ − 2λµ − (γ − λµ)s∗ decreases with s∗

i . Therefore, Wi − Zi decreases

with s∗
i , and increases with ai. Therefore, from (A5), m∗

j decreases with aj . In other words, each

auditor’s market share/size depends positively with skill 1/ai.

Q.E.D.

Proof of Proposition 3. We first formalize the intuition about the equilibria delineated in the main

text. For convenience, we introduce the following notations. Let sj,T , pj,T be the solution to the

equilibrium conditions for auditor j when transaction volume is T ; in other words, they satisfy

pj,T = γµ(1 − sj,T )
2δs2T

,

sj,T = λpj,T µ2

2ajT
.

Recall from the proof for Proposition 1 that sj,T is the solution to the following equation

4ajδT 2s3
j,T = λγµ3(1 − sj,T ). (A7)

Define Wj(T ) and Zj(T ) as the second-stage utilities of the client and auditor, respectively. In
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other words,

Wj(T ) = γT (1 − sj,T )pj,T µ − δ(pj,T sj,T T )2 = γ2µ2(1 − sj,T )2

4δs2
j,T

, (A8)

Zj(T ) = λ(1 − sj,T )Tpj,T µ2 + as2
j,T T 2 + b = λγµ3(1 − sj,T )2

2δs2
j,T

+ λγµ3

4δ

1 − sj,T

sj,T
+ b. (A9)

We also define CUj(T ) = Wj(T ) − Zj(T ) as the client utility in the first-stage equilibrium except

the auditor preference term. We note that from Proposition 1, Wj(T ) and Zj(T ) are decreasing in

sj,T and increasing in aj and T . If γ < λµ, then by (A6) and Proposition 1, CUj(T ) is increasing

in sj,T and decreasing in aj and T .

We use T2 = KKpr, T1 = K(K + Kpr), and T0 = 2K2 + KKpr to represent the number of

transactions associated with an auditor that need to be manually verified when both auditors adopt

blockchain, when only the given auditor adopts blockchain, and when no auditor adopts blockchain

(or when only the other auditor adopts blockchain), respectively. It is clear that T2 < T1 < T0

and therefore CUj(T2) > CUj(T1) > CUj(T0), indicating that blockchains increases the first-stage

values for clients if we do not consider adoption costs.

No Adoption Equilibrium We first consider conditions under which the no adoption equilib-

rium exists. Without blockchains, both auditors has to verfiy T0 transactions per client. If one

auditor deviates to adopt blockchain, then it only needs to verify T1 transactions. From (19), the

auditor’s no deviation conditions are, for j = 1, 2,

d

2

[
1 + 1

3d
(CUj(T0) − CU−j(T0))

]2
≥ d

2

[
1 + 1

3d
(CUj(T1) − c2 − CU−j(T0))

]2
− c1. (A10)

It is clear that if the cost c1 or c2 is sufficient large, the above condition holds for j = 1, 2 and no

adoption would be an equilibrium.

Full Adoption Equilibrium When both auditors adopt blockchain, the no deviation conditions

are, for j = 1, 2,

d

2

[
1 + 1

3d
(CUj(T2) − CU−j(T2))

]2
− c1 ≥ d

2

[
1 + 1

3d
(CUj(T0) − CU−j(T1) + c2)

]2
. (A11)
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Partial Adoption Equilibrium Assume there is a partial adoption equilibrium where auditor

j adopts the blockchain, and auditor −j does not. For the partial equilibrium to hold, there are

two no deviation conditions. First, auditor j does not deviate to non-adoption,

d

2

[
1 + 1

3d
(CUj(T1) − c2 − CU−j(T0))

]2
− c1 ≥ d

2

[
1 + 1

3d
(CUj(T0) − CU−j(T0))

]2
. (A12)

Second, auditor −j does not deviate to adopt blockchain,

d

2

[
1 + 1

3d
(CU−j(T0) − CUj(T1) + c2)

]2
≥ d

2

[
1 + 1

3d
(CU−j(T2) − CUj(T2))

]2
− c1. (A13)

We note that (A10) and (A12) cannot simultaneously hold (except in the knife-edge case

when both equality hold). Therefore, no adoption and partial adoption equilibria cannot coexist.

Similarly, (A11) and (A13) cannot hold at the same time and thus full adoption and partial adoption

equilibria cannot coexist as well.

For existence of the partial equilibrium, we first consider the case a1 = a2, or when the two

auditors are symmetric. Given the symmetry,

CUj(T0) = CU−j(T0), CU−j(T2) = CUj(T2).

Therefore, (A12) and (A13) simplify to

d

2(1 + e)2 − c1 ≥ d

2 ,

d

2(1 − e)2 ≥ d

2 − c1.

where e = 1
3d(CU1(T0) − c2 − CU2(T1)). Therefore, both partial equilibria exist when

d

2(2e − e2) < c1 <
d

2(2e + e2). (A14)

For a1 and a2 sufficiently close, if (A14) holds, equations (A12) and (A13) are only slightly perturbed

and thus the partial equilibria still exist.
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By Proposition 2, the market share of the blockchain adopting auditor j is

1
2

(
1 + 1

3d
(CUj(T1) − c2 − CU−j(T0))

)
.

If c2 is sufficiently small, the above is greater than the market share of auditor j in the no adoption

equilibrium
1
2

(
1 + 1

3d
(CUj(T0) − CU−j(T0))

)
because CUj(T1) > CUj(T0). Since Wj(T ) and Zj(T ) are increasing in T , the auditing fee charged

by auditor j in the partial equilibrium is equal to P ∗
j (T1) = d + 1

3(Wj(T1) − W−j(T0) + 2(Zj(T1) +

c2) + Z−j(T0)), which is smaller than auditing fee in the no adoption equilibrium P ∗
j (T0) = d +

1
3(Wj(T0) − W−j(T0) + 2Zj(T0) + Z−j(T0)) if c2 is sufficiently small. Finally, the misreporting

probability in the partial equilibrium p∗
j (T1) < p∗

j (T0) by comparative statics in Proposition 2. In

the full adoption equilibrium, the auditing fee is

P ∗
j (T2) = d + 1

3(Wj(T2) − W−j(T2) + 2(Zj(T2) + c2) + Z−j(T2))

≤ d + 1
3(Wj(T1) − W−j(T0) + 2(Zj(T1) + c2) + Z−j(T0)) = P ∗

j (T1),

where we used the fact that Wj , Zj and −(W−j − Z−j) = −CUj are increasing in T . The reporting

probability also satisifies p∗
j (T2) < p∗

j (T1) by the same argument as above. Q.E.D.

Proof of Corollary 1. In the independent blockchain equilibrium, the number of transactions that

remains to be verified is equal to T1. Since T0 > T1 > T2, the results follow from the proof in

Proposition 3.

Proof of Proposition 4. We use the notations from the proof of Proposition 3. Since a1 = a2, the

full adoption conditions reduce to a single equation

d

2 − c1 ≥ d

2

[
1 + 1

3d
(CU1(T0) − CU2(T1) + c2)

]2
,

or equivalently,

c1 ≤ d

2 − d

2

[
1 + 1

3d
(CU1(T0) − CU2(T1) + c2)

]2
.
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Note that CU1(T0) < CU1(T1) = CU2(T1). Given the symmetry, we omit the subscripts for the

auditor below. Therefore, if c2 is sufficiently small, C2 = d
2 − d

2

[
1 + 1

3d(CU(T0) − CU(T1) + c2)
]2

>

0 and the full adoption equilibrium exists when c1 ≤ C2.

Given the symmetry between the auditors, the social welfare in the full adoption case is

SWb = R(T2) + c2 + 2c1.

and the social welfare without blockchain is SW0 = R(T0). Therefore,

SWb − SW0 = R(T2) − R(T0) + c2 + 2c1 > 0

if

c1 < C1 = 1
2(R(T0) − R(T2) − c2).

Since R(T0) > R(T2), C1 is positive if c2 is sufficiently small.

We now compare C1 and C2. Since W (T ) and R(T ) are decreasing in T (see proof of Proposition

3) and T0 > T1 > T2,

CU(T1) − CU(T0) = W (T1) − W (T0) + R(T0) − R(T1)

≤R(T0) − R(T1) ≤ R(T0) − R(T2).

Therefore, if c2 is small,

C1 = 1
2(R(T0) − R(T2) − c2) >

1
3(CU(T1) − CU(T0) + c2)

≥ 1
3(CU(T1) − CU(T0) + c2) − 2

9d
(CU(T1) − CU(T0) + c2)2 = C2.

Thus in the interval c1 ∈ (C2,C1), full adoption is socially optimal but not an equilibrium. In this

case, a regulator can make a subsidy s > 0 to each auditor with the condition that both auditors

have to adopt blockchain to receive the subsidy. The subsidy size can be determined so that the

full adoption conditions hold with equality, i.e.,

s = C1 − c1.
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This will thus make full adoption an equilibrium and achieves the social optimum.
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